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**Положение о контентной фильтрации сети Интернет в
муниципальном общеобразовательном учреждении
«Средняя школа № 68» города Ярославль**

1. **Общие положения**
	1. Приказом руководителя Школы утверждаются и вводятся в действие следующие локальные акты:
* настоящее положение о контентной фильтрации доступа к сети Интернет в 00;
* инструкция для сотрудников 00 о порядке действий при осуществлении контроля использования обучающимися сети Интернет (приложение 1);
* должностные обязанности сотрудника Школы, назначенного ответственным за работу

Интернета и ограничение доступа (приложение 2); ‘

* инструкция об использовании сети интернет в Школе (приложение 3).
* Типовые правила использования сети Интернет в Школе (приложение 4).
* Инструкция по использованию программного обеспечения (приложение 5).
* Акт проверки контентной фильтрации в муниципальном общеобразовательном учреждении "Средняя школа №68» г. Ярославля
	1. Настоящее Положение **разработано в соответствии с**
* Федеральным законом от 29.12.2010 № 436-ФЗ «О защите детей от информации,

причиняющей вред их здоровью и развитию» (ред. 05. 04. 2021);

- Федеральным законом от 25.07.2002 №114-ФЗ «О противодействии экстремистской деятельности»;

- Федеральным законом от 24.07.1998 № 124-ФЗ «Об основных гарантиях прав ребенка в Российской Федерации»;

- Федеральным законом от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и защите информации»; .

* Информационного сообщения Роскомнадзора "Рекомендации средствам массовой информации по применению Федерального закона "О защите детей от информации, причиняющей вред их здоровью и развитию" (вместе с "Рекомендациями по применению Федерального закона от 29.12.2010 N 436-ФЗ "О защите детей от информации, причиняющей вред их здоровью и развитию");
* Письмом МОиН РФ от 28.09.2011 г. № АП-1057/07 «О Правилах подключения

общеобразовательных учреждений к единой системе контент-фильтрации доступа к сети Интернет».

 '

* 1. Настоящее Положение регулирует условия и порядок использования сети Интернет через ресурсы школы обучающимися, преподавателями и сотрудниками муниципального общеобразовательного учреждения «Средняя школа № 68» города Ярославля (далее Школа).
	2. Настоящее Положение имеют статус локального нормативного акта ОУ.
	3. Использование сети Интернет в Школе подчиненно следующим принципам:
* соответствия образовательным целям;
* способствования гармоничному формированию и развитию личности;
* уважения закона, авторских и смежных прав, а также иных прав, чести и достоинства других граждан и пользователей сети Интернета;
* приобретения новых навыков и знаний;
* расширения применяемого спектра учебных и наглядных пособий;
* социализации личности, введения в информационное общество.

**II. Организация и политика использования сети интернет в Школе.**

1. Приказом руководителя Школы назначается **ответственный за работу в сети Интернет и ограничение доступа**. В качестве ответственного за организацию доступа к сети Интернет назначен системный администратор школы, а также ответственным лицом, предоставляющим возможность работы в Интернете обучающимся во внеурочное время (с целью подготовки к учебным занятиям, выполнения проектных работ) является лаборант кабинета информатики.

Системный администратор школы, лаборант кабинета информатики подчиняются заместителю директора по учебно-воспитательной работе, курирующему вопрос информатизации образовательного учреждение.

1. Директор является ответственным за обеспечение эффективного и безопасного доступа к сети Интернет в Школе, а также за внедрение соответствующих технических, правовых и других механизмов.
2. Школа **обеспечивает** наличие системы контентной фильтрации, блокирующей поступление информации, несовместимой с задачами образования и негативно влияющей на развитие несовершеннолетних. При использовании сети Интернет в Школе осуществляется доступ только на ресурсы, содержание которых не противоречит законодательству Российской Федерации и не является несовместимым с целями и задачами образования и воспитания учащихся. Проверка такого соответствия осуществляется с помощью контентного фильтра, установленного в ОУ и предоставленного оператором услуг связи.
3. Приказом руководителя Школы создается комиссия по проверке работоспособности школьной системы контент-фильтрации (не менее 4-х человек вместе с председателем). **Не реже 1 раза в полугодие** комиссия должна проверять:
* работоспособность системы контент-фильтрации (далее-СКФ) на всех компьютерах ОО путем ввода в поле поиска любой поисковой системы ключевых слов из списка информации, запрещенной для просмотра учащимися, с последующими попытками загрузки сайтов из найденных. Необходимо, в том числе, проверить загружается ли информация, причиняющая вред здоровью и развитию детей, не имеющая отношения к образовательному процессу, в социальных сетях;
* качество заполнения журнала, фиксирующего тематику сайтов, посещаемых с компьютеров школы.

По итогам проверки составляется акт (приложение 6), который подписывается всеми членами комиссии.

При выявлении компьютеров, подключенных к сети Интернет и не имеющих СКФ, производятся одно из следующих действий:

* немедленная установка и настройка СКФ,
* немедленное программное и/или физическое отключение доступа к сети Интернет на выявленных компьютерах.
1. Во время учебных занятий контроль за использованием учащимися сети Интернет в соответствии с настоящим положением осуществляет учитель, ведущий занятие.

 Учитель:

* наблюдает за использованием компьютера и сети Интернет обучающимися;
* запрещает дальнейшую работу обучающегося в сети Интернет в случае нарушения обучающимся настоящего положения и иных нормативных документов, регламентирующих использование сети Интернет в Школе;

-принимает предусмотренные настоящим положением и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, несовместимых с задачами образования.

1. Во время использования сети Интернет обучающимися для свободной работы в кабинете информатики контроль за использованием сети Интернет осуществляет лаборант кабинета информатики.

Лаборант:

* определяет время для свободной работы в сети Интернет обучающихся, преподавателей и сотрудников с учетом использования соответствующих технических мощностей Школы в образовательном процессе, а также длительность сеанса работы одного человека;
* наблюдает за использованием компьютера и сети Интернет обучающимися;
* запрещает дальнейшую работу обучающегося в сети Интернет в случае нарушения обучающимся настоящего положения и иных нормативных документов, регламентирующих использование сети Интернет в Школе;
* не допускает обучающегося к работе в Интернете в предусмотренных настоящим положением случаях;
* принимает предусмотренные настоящим Положением и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу (группе ресурсов), несовместимых с задачами образования.

При этом, системный администратор школы выполняет те же функции, а также:

* контролирует объем трафика Школы в сети Интернет;
* оказывает техническую поддержку пользователям интернета (в случае неполадок);
* в случае необходимости устанавливает более сильные средства контентной фильтрации.
1. Обучающемуся **запрещается**:

● находиться на ресурсах, содержащих **информацию, запрещенную для распространения среди обучающихся**, в том числе информацию,

- побуждающую обучающихся к совершению действий, представляющих угрозу их жизни и (или) здоровью, в том числе к причинению вреда своему здоровью, самоубийству, либо жизни и (или) здоровью иных лиц, либо направленная на склонение или иное вовлечение детей в совершение таких действий;

- способную вызвать у детей желание употребить наркотические средства, психотропные и (или) одурманивающие вещества, табачные изделия, никотинсодержащую продукцию, алкогольную и спиртосодержащую продукцию, принять участие в азартных играх, заниматься проституцией, бродяжничеством или попрошайничеством;

- обосновывающую или оправдывающую допустимость насилия и (или) жестокости либо побуждающую осуществлять насильственные действия по отношению к людям или животным;

- содержащую изображение или описание сексуального насилия;

- отрицающую семейные ценности, пропагандирующую нетрадиционные сексуальные отношения и формирующую неуважение к родителям и (или) другим членам семьи;

- оправдывающую противоправное поведение;

- содержащую нецензурную брань;

- содержащую информацию порнографического характера;

- о несовершеннолетнем, пострадавшем в результате противоправных действий (бездействия), включая фамилии, имена, отчества, фото- и видеоизображения такого несовершеннолетнего, его родителей и иных законных представителей, дату рождения такого несовершеннолетнего, аудиозапись его голоса, место его жительства или место временного пребывания, место его учебы или работы, иную информацию, позволяющую прямо или косвенно установить личность такого несовершеннолетнего.

● посещать сайты, содержащие материалы, признанные судом экстремистскими, которые включены в Федеральный список экстремистских материалов (https://minjust.gov.ru/ru/extremist-materials).

● осуществлять любые сделки через Интернет;

● осуществлять загрузки файлов на компьютер Школы без разрешения сотрудника образовательного учреждения, отвечающего за использование преподавателями и обучающимися доступа к сети Интернет;

● распространять оскорбительную, не соответствующую действительности, порочащую других лиц информацию, угрозы.

1. Сотрудник Школы, отвечающий за использование преподавателями и обучающимися доступа к сети Интернет, проверяет, является ли данный обучающийся допущенным до самостоятельной работы в сети Интернет.
2. При случайном обнаружении лицом, работающим в сети Интернет, ресурса, содержимое которого несовместимо с целями образовательного процесса, он обязан незамедлительно сообщить о таком ресурсе сотруднику Школы, отвечающему за использование преподавателями и обучающимися доступа к сети Интернет, с указанием его URL и покинуть данный ресурс.
3. Принципами размещения информации на Интернет-ресурсах школы являются:
* соблюдение действующего законодательства Российской Федерации, интересов и прав граждан;
* защита персональных данных обучающихся, преподавателей и сотрудников;
* достоверность и корректность информации.
1. Персональные данные об обучающихся (фамилия и имя, класс, возраст, фотография, место жительства, телефоны и иные контакты, иные сведения личного характера) могут размещаться на Интернет-ресурсах Школы (сайт) только с письменного согласия родителей или иных законных представителей учащихся. Персональные данные преподавателей и сотрудников Школы размещаются на Интернет-ресурсах Школы только с письменного согласия преподавателя или сотрудника, чьи персональные данные размещаются.
2. По разрешению сотрудника Школы, отвечающего за использование преподавателями и обучающимися доступа к сети Интернет, обучающиеся (с согласия родителей, законных представителей), преподаватели и сотрудники вправе:
* размещать собственную информацию в сети Интернет на Интернет- ресурсах Школы;
* иметь учетную запись электронной почты на Интернет-ресурсах Школы.
1. При случайном обнаружении лицом, работающим в сети Интернет, ресурса, содержимое которого несовместимо с целями образовательного процесса, он обязан незамедлительно сообщить о таком ресурсе сотруднику Школы, отвечающему за использование преподавателями и обучающимися доступа к сети Интернет, с указанием его URL и покинуть данный ресурс.

**Приложение 1**

**ИНСТРУКЦИЯ
о порядке действий при осуществлении контроля
использования обучающимися сети Интернет
в МОУ «Средняя школа №68» г. Ярославля**

1. Настоящая инструкция устанавливает порядок действий сотрудников образовательных учреждений при обнаружении:
* обращения обучающихся к контенту, не имеющему отношения к образовательному процессу;
* отказа при обращении к контенту, имеющему отношение к образовательному процессу, вызванного техническими причинами.
1. Контроль использования обучающимися сети Интернет осуществляют:
* во время занятия — проводящий его учитель и (или) работник ОУ, специально выделенный для помощи в проведении занятий;
* во время использования сети Интернет для свободной работы обучающихся — сотрудник ОУ, назначенный руководителем ОУ в установленном порядке (лаборант кабинета информатики, системный администратор).
1. Учитель:
* определяет время и место работы обучающихся в сети Интернет с учетом использования в образовательном процессе соответствующих технических возможностей, а также длительность сеанса работы одного обучающегося;
* наблюдает за использованием обучающимися компьютеров и сети Интернет;
* способствует осуществлению контроля объемов трафика ОУ в сети Интернет;
* запрещает дальнейшую работу обучающегося в сети Интернет на уроке (занятии) в случае нарушения им порядка использования сети Интернет и предъявляемых к обучающимся требований при работе в сети Интернет;
* доводит до классного руководителя информацию о нарушении обучающимся правил работы в сети Интернет;
* принимает необходимые меры по пресечению обращений к ресурсам, не имеющим отношения к образовательному процессу.
1. При обнаружении ресурса, который, по мнению учителя, содержит информацию, запрещенную для распространения в соответствии с законодательством Российской Федерации, или иного потенциально опасного для обучающихся контента, он сообщает об этом лицу, ответственному за работу Интернета и ограничение доступа.
2. В случае отказа доступа к ресурсу, разрешенному в ОУ, учитель также сообщает об этом лицу, ответственному за работу Интернета и ограничение доступа (системному администратору).

**Приложение 2**

**ИНСТРУКЦИЯ**

**Должностные обязанности сотрудника МОУ «Средняя школа №68» г. Ярославля
назначенного ответственным за работу Интернета
и ограничение доступа**

1. Общие положения.

Ответственный за работу Интернета и ограничение доступа назначается приказом руководителя образовательного учреждения. В качестве ответственного за организацию доступа к сети Интернет может быть назначен заместитель руководителя образовательного учреждения по учебно-воспитательной работе, заместитель руководителя образовательного учреждения по информатизации, преподаватель информатики, другой сотрудник образовательного учреждения (системный администратор, лаборант).

**Должен знать:**

* дидактические возможности использования ресурсов сети Интернет;
* правила безопасного использования сети Интернет.
1. Должностные обязанности.
* планирует использование ресурсов сети Интернет в образовательном учреждении на основании заявок преподавателей и других работников образовательного учреждения;
* разрабатывает, согласует с педагогическим коллективом, представляет на педагогическом совете образовательного учреждения регламент использования сети Интернет в образовательном учреждении, включая регламент определения доступа к ресурсам сети Интернет;
* организует получение сотрудниками образовательного учреждения электронных адресов и паролей для работы в сети Интернет и информационной среде образовательного учреждения;
* организует контроль использования сети Интернет в образовательном учреждении;
* организует контроль работы оборудования и программных средств, обеспечивающих использование сети Интернет и ограничение доступа;
* систематически повышает свою профессиональную квалификацию, общепедагогическую и предметную компетентность, включая ИКТ-компетентность, компетентность в использовании возможностей Интернета в учебном процессе;
* обеспечивает информирование организаций, отвечающих за работу технических и программных средств, об ошибках в работе оборудования и программного обеспечения;
* соблюдает правила и нормы охраны труда, техники безопасности и противопожарной защиты, правила использования сети Интернет.
1. Права.
* Вправе определять ресурсы сети Интернет, используемые обучающимися в учебном процессе на основе запросов преподавателей.
1. Ответственность.
* Несет ответственность за выполнение правил использования Интернета и ограничения доступа, установленного в образовательном учреждении.

С должностными обязанностями ознакомлен(а):

**Приложение 3**

**ИНСТРУКЦИЯ
об использовании сети Интернет в
МОУ « Средняя школа №68» г. Ярославля**

1. Использование сети Интернет в ОУ осуществляется, как правило, в целях образовательного процесса.
2. По разрешению лица, ответственного за организацию в ОУ работы сети Интернет и ограничение доступа, преподаватели, сотрудники и обучающиеся вправе:
* размещать собственную информацию в сети Интернет на интернет-ресурсах ОУ;
* иметь учетную запись электронной почты на интернет-ресурсах ОУ.
1. Обучающемуся запрещается:

● находиться на ресурсах, содержащих информацию, запрещенную для распространения среди обучающихся, в том числе информацию,

- побуждающую обучающихся к совершению действий, представляющих угрозу их жизни и (или) здоровью, в том числе к причинению вреда своему здоровью, самоубийству, либо жизни и (или) здоровью иных лиц, либо направленная на склонение или иное вовлечение детей в совершение таких действий;

- способную вызвать у детей желание употребить наркотические средства, психотропные и (или) одурманивающие вещества, табачные изделия, никотинсодержащую продукцию, алкогольную и спиртосодержащую продукцию, принять участие в азартных играх, заниматься проституцией, бродяжничеством или попрошайничеством;

- обосновывающую или оправдывающую допустимость насилия и (или) жестокости либо побуждающую осуществлять насильственные действия по отношению к людям или животным;

- содержащую изображение или описание сексуального насилия;

- отрицающую семейные ценности, пропагандирующую нетрадиционные сексуальные отношения и формирующую неуважение к родителям и (или) другим членам семьи;

- оправдывающую противоправное поведение;

- содержащую нецензурную брань;

- содержащую информацию порнографического характера;

- о несовершеннолетнем, пострадавшем в результате противоправных действий (бездействия), включая фамилии, имена, отчества, фото- и видеоизображения такого несовершеннолетнего, его родителей и иных законных представителей, дату рождения такого несовершеннолетнего, аудиозапись его голоса, место его жительства или место временного пребывания, место его учебы или работы, иную информацию, позволяющую прямо или косвенно установить личность такого несовершеннолетнего.

● посещать сайты, содержащие материалы, признанные судом экстремистскими, которые включены в Федеральный список экстремистских материалов (https://minjust.gov.ru/ru/extremist-materials).

● осуществлять любые сделки через Интернет;

● осуществлять загрузки файлов на компьютер Школы без разрешения сотрудника образовательного учреждения, отвечающего за использование преподавателями и обучающимися доступа к сети Интернет;

● распространять оскорбительную, не соответствующую действительности, порочащую других лиц информацию, угрозы.

1. При случайном обнаружении ресурса, содержание которого не имеет отношения к образовательному процессу, обучающийся обязан незамедлительно сообщить об этом преподавателю, проводящему занятие. Преподаватель обязан зафиксировать доменный адрес ресурса и время его обнаружения и сообщить об этом лицу, ответственному за работу локальной сети и ограничение доступа к информационным ресурсам.

Ответственный обязан:

* принять информацию от преподавателя;
* направить информацию о некатегоризированном ресурсе оператору технических средств и программного обеспечения технического ограничения доступа к информации (в течение суток);
* в случае явного нарушения обнаруженным ресурсом законодательства Российской Федерации сообщить о нем по специальной «горячей линии» для принятия мер в соответствии с законодательством Российской Федерации (в течение суток).

Передаваемая информация должна содержать:

* доменный адрес ресурса;
* сообщение о тематике ресурса, предположения о нарушении ресурсом законодательства Российской Федерации либо его несовместимости с задачами образовательного процесса;
* дату и время обнаружения;
* информацию об установленных в ОУ технических средствах технического ограничения доступа к информации.

**Приложение 4**

ИНСТРУКЦИЯ

**Типовые правила использования сети Интернет
в общеобразовательном учреждении
МОУ «Средняя школа №68»**

1. Общие положения.
	1. Использование сети Интернет в образовательном учреждении направлено на решение задач учебно-воспитательного процесса.
	2. Настоящее Положение регулирует условия и порядок использования сети Интернет в образовательном учреждении (ОУ).
	3. Настоящее Положение имеет статус локального нормативного акта образовательного учреждения.
2. Организация использования сети Интернет в общеобразовательном учреждении
	1. Вопросы использования возможностей сети Интернет в учебно-образовательном процессе рассматриваются на педагогическом совете ОУ. Педагогический совет утверждает Правила использования сети Интернет на учебный год. Правила вводится в действие приказом руководителя ОУ.
	2. Правила использования сети Интернет разрабатывается педагогическим советом ОУ на основе примерного регламента самостоятельно либо с привлечением внешних экспертов, в качестве которых могут выступать:
* учителя других образовательных учреждений, имеющие опыт использования Интернета в образовательном процессе;
* специалисты в области информационных технологий;
* представители органов управления образованием;
* родители обучающихся.
	1. При разработке правил использования сети Интернет педагогический совет руководствуется:

законодательством Российской Федерации;

опытом целесообразной и эффективной организации учебного процесса с использованием информационных технологий и возможностей Интернета;

интересами обучающихся;

целями образовательного процесса;

рекомендациями профильных органов и организаций в сфере классификации ресурсов Сети.

* 1. Руководитель ОУ отвечает за обеспечение эффективного и безопасного доступа к сети Интернет в ОУ, а также за выполнение установленных правил. Для обеспечения доступа участников образовательного процесса к сети Интернет в соответствии с установленным в ОУ правилами руководитель ОУ назначает своим приказом ответственного за организацию работы с Интернетом и ограничение доступа.
	2. Педагогический совет ОУ:
* принимает решение о разрешении/блокировании доступа к определенным ресурсам и (или) категориям ресурсов сети Интернет;
* определяет характер и объем информации, публикуемой на интернет-ресурсах ОУ;
* дает руководителю ОУ рекомендации о назначении и освобождении от исполнения своих функций лиц, ответственных за обеспечение доступа к ресурсам сети Интернет и контроль безопасности работы в Сети.
	1. Во время уроков и других занятий в рамках учебного плана контроль использования обучающимися сети Интернет осуществляет учитель, ведущий занятие.

При этом учитель:

* наблюдает за использованием компьютера и сети Интернет обучающимися

принимает меры по пресечению обращений к ресурсам, не имеющим отношения к образовательному процессу.

* 1. Во время свободного доступа обучающихся к сети Интернет вне учебных занятий, контроль использования ресурсов Интернета осуществляют работники ОУ, определенные приказом его руководителя.

Работник образовательного учреждения:

* наблюдает за использованием компьютера и сети Интернет обучающимися;
* принимает меры по пресечению обращений к ресурсам, не имеющих отношения к образовательному процессу;
* сообщает классному руководителю о преднамеренных попытках обучающегося осуществить обращение к ресурсам, не имеющим отношения к образовательному процессу.
	1. При использовании сети Интернет в ОУ обучающимся предоставляется доступ только к тем ресурсам, содержание которых не противоречит законодательству Российской Федерации и которые имеют прямое отношения к образовательному процессу. Проверка выполнения такого требования осуществляется с помощью специальных технических средств и программного обеспечения контентной фильтрации, установленного в ОУ или предоставленного оператором услуг связи.
	2. Пользователи сети Интернет в ОУ должны учитывать, что технические средства и программное обеспечение не могут обеспечить полную фильтрацию ресурсов сети Интернет вследствие частого обновления ресурсов. В связи с этим существует вероятность обнаружения обучающимися ресурсов, не имеющих отношения к образовательному процессу и содержание которых противоречит законодательству Российской Федерации. Участникам использования сети Интернет в ОУ следует осознавать, что ОУ не несет ответственности за случайный доступ к подобной информации, размещенной не на интернет- ресурсах ОУ.
	3. Отнесение определенных ресурсов и (или) категорий ресурсов в соответствующие группы, доступ к которым регулируется техническим средствами и программным обеспечением контентной фильтрации, в соответствии с принятыми в ОУ правилами обеспечивается работником ОУ, назначенным его руководителем.
	4. Принципы размещения информации на интернет-ресурсах ОУ призваны обеспечивать:
* соблюдение действующего законодательства Российской Федерации, интересов и прав граждан;
* защиту персональных данных обучающихся, преподавателей и сотрудников;
* достоверность и корректность информации.
	1. Персональные данные обучающихся (включая фамилию и имя, класс/год обучения, возраст, фотографию, данные о месте жительства, телефонах и пр., иные сведения личного характера) могут размещаться на интернет-ресурсах, создаваемых ОУ, только с письменного согласия родителей или иных законных представителей обучающихся. Персональные данные учителей и сотрудников ОУ размещаются на его интернет-ресурсах только с письменного согласия лица, чьи персональные данные размещаются.
	2. В информационных сообщениях о мероприятиях, размещенных на сайте ОУ без уведомления и получения согласия упомянутых лиц или их законных представителей, могут быть указаны лишь фамилия и имя обучающегося либо фамилия, имя и отчество преподавателя, сотрудника или родителя.
	3. При получении согласия на размещение персональных данных представитель ОУ обязан разъяснить возможные риски и последствия их опубликования. ОУ не несет ответственности за такие последствия, если предварительно было получено письменное согласие лица (его законного представителя) на опубликование персональных данных.

Приложение 5

ИНСТРУКЦИЯ

по использованию программного обеспечения

В МОУ «Средняя школа №68» г. Ярославля

1. Контроль за надлежащее выполнение требований настоящей инструкции осуществляет директор ОУ.
2. К использованию в РФ допускается только лицензированное программное обеспечение в соответствии с требованиями действующего законодательства РФ.
3. Учёт, хранение, установку и использование программного обеспечения осуществляется назначенными ответственными лицами согласно соответствующим регламентам.
4. Несанкционированное копирование, установка и использование программного обеспечения в ОУ запрещены.
5. Нарушение настоящей инструкции, повлекшее за собой нарушение прав правообладателей и соответствующих законов, влечёт за собой немедленное наказание нарушителя, вплоть до увольнения в соответствии с трудовым законодательством.
6. ОУ оставляет за собой право защищать свою репутацию путём регулярного контроля использования программного обеспечения.

**ПРИЛОЖЕНИЕ 6**

Акт
проверки контентной фильтрации
в муниципальном общеобразовательном учреждении
"Средняя школа №68» г. Ярославля

Дата

1. Общие сведения

Количество компьютерных классов:

Общее количество компьютеров, доступных для работы обучающихся в сети интернет:

Из них: 1) количество компьютеров в локальной сети:.

2) количество компьютеров, подключенных к сети Интернет:.

Провайдер:.

Скорость передачи данных:

2. Информация о контент-фильтре:

|  |  |
| --- | --- |
| **Действия, необходимые для обеспечения контентной фильтрации интернет-ресурсов** | **Выполнение (да/нет)** |
| Установлен контент-фильтр |  |
| Выполнены установки контент-фильтра, блокирующие выход к Интернет-ресурсам, несовместимым с задачами образования и воспитания учащихся |  |
| Вручную и автоматически запрещены выходы на сайты общественных и религиозных объединений, иныхнекоммерческих организаций, в отношении которых судом принято вступившее в законную силу решение о ликвидации или запрете деятельности |  |
| Контент-фильтр работает на всех компьютерах, где есть доступ в сеть Интернет |  |

3. Результаты проверки работы системы контентной фильтрации:

|  |  |
| --- | --- |
| Наименования запросов | Возможность доступа (да/нет) |
| Нелегальное видео |  |
| Наркотики – это классно! |  |
| Купить оружие |  |
| Сделать бомбу |  |
| Купить алкоголь |  |
| Сексуальное насилие |  |
| Порнография |  |
| Суицид |  |

|  |  |
| --- | --- |
| Способы самоубийства |  |
| Вступить в фашистскую организацию |  |
| Самые лучшие табачные изделия |  |
| Убить собаку |  |
| Насилие над животными |  |
| Любые матные слова (нецензурная лексика) |  |
| Элементы списка экстремистских материалов (избранно) |  |

Настоящий акт составлен Членами комиссии по проведению проверки работы системы контентной фильтрации в ОО.

Члены комиссии: /

 /

 /

 /